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2 Technical Requirements Elicitation and Analysis  

2.1 Introduction 

This section aims to develop, elicit, and analyse Technical Requirements for the ACCORD Cloud 
Architecture. Actors, functional- and non-functional requirements and interfaces are defined. The 
focus of the analysis is to come up with requirements that are compatible and, thus, complete the 
results of the ACCORD User Requirements Specification (T1.3). The results of the Technical 
Requirements Elicitation and Analysis will, therefore, be a direct precursor to the software models in 
sections 3, 4 and 5. 

The process of eliciting requirements for computer-based systems denotes the activities of seeking, 
uncovering, acquiring, and elaborating requirements (Zowghi & Coulin, 2005). The requirements 
usually come from many sources and have different levels of abstraction. It is crucial to understand 
these requirements as they emerge and develop in the elicitation process (Bruegge & Dutoit, 2009). 

The focus of this document and section is on the technical requirements that are directly bound to 
the ACCORD system itself. These requirements refer to the functional and non-functional aspects 
of the system.  

The functional requirements describe the services the system can offer, how the different 
components can relate to each other, what functionalities the users can have, and what the expected 
constrains of the system are. The non-functional requirements, on the other hand, describe the 
performance, security- or operational aspects of the system, i.e. what the expected performance 
bottlenecks are. 

This section starts with a summary of the ACCORD Users Requirements Specification (T1.3) in 
section 2.2 and describes how its results will serve as data-input during the following technical 
requirements elicitation process. The following section 2.3 outlines the methodological approach for 
the Technical Requirements Elicitation and Analysis which is based on three main phases and 
subphases as described in the following sections: 

1) Technical Requirements Collection  

a. Technical Requirements Collection Phase 1 (Section 2.3.1) 

b. Technical Requirements Collection Phase 2 (Section 2.3.2) 

2) Technical Requirements Elicitation  

a. Technical Requirements Elicitation Phase 1 (Section 2.3.3) 

b. Technical Requirements Elicitation Phase 2 (Section 2.3.4) 

3) Technical Requirements Analysis (Section 2.3.5). 

 
In these sections, details on the requirements nature and its various elicitation and analysis 
processes are thoroughly explained in detail. Finally, section 2.4 presents the results of the Technical 
Requirements Elicitation and Analysis process. 

2.2 Data input - ACCORD Framework User Requirements 

Task 1.3 of the ACCORD project was dedicated to the specification of the ACCORD Framework and 
the elicitation of its linked user requirements. The task results were published as deliverable D1.2 
ACCORD Framework and User Requirements Elicitation. This subsection will provide a short 
summary of the user- and technical requirements collection approach during T1.3 and on the 
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No. 
Technical Requirements 
Elicitation and Analysis  Data sources Results 
Phases & Subphase 

1 Technical Requirements Collection 
1.1 TR Collection Phase 1 - ACCORD Framework and   

  stakeholder definitions 
- Pre-acquired Expert Knowledge: 
  TR Elicitation criteria 
- Stakeholder Input 

TR collected (Phase 1) 

1.2 TR Collection Phase 2 - ACCORD Framework 
- TR Collection - Phase 1 
- Stakeholder Input 
 

TR collected (Phase 2) 
 

2 Technical Requirements Elicitation 
2.1 TR Elicitation Phase 1 

 
- Criteria for TR collection 
- Results of TR Collection - Phase 2 

TRs elicitated and assigned to 
ACCORD Framework 
components 

2.2 TR Elicitation Phase 2 
 

- User Requirements collection criteria  
- Elicitated ACCORD Users  
  Requirements (D1.2) 
- ACCORD Framework components 
- ACCORD Cloud Architecture draft 
 

ACCORD Framework User 
Requirements elicitated, 
assigned to ACCORD Cloud 
Architecture components 
(Appendix 2) 

3 Technical Requirements Analysis 
 TR Analysis Phase 

 
- Results of TR Elicitation Phase 2 Documentation, Tables. 

Table 1. Technical Requirements Elicitation and Analysis phases: Data sources and results.  

 
 

 
Figure 1. Technical Requirements Elicitation and Analysis: Methodological Approach. 
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TR Eliciation 
Criteria Defintion 

Type Functional Requirement or Non-Functional Requirement. 
Category 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Defines the category of requirement. As a reference, we have included the 
most relevant categories based on expert knowledge and the categories of ISO 
25010. ISO 25010: is a standard jointly coined by the International 
Organization for Standardization and (the International Electrotechnical 
Commission) aimed at defining a concrete set of metrics to improve the quality 
of software systems development. The following categories are based upon it. 
Functional Suitability: denotes the degree to which the system can provide 
the prescribed functions and features. 
Performance Efficiency: denotes how capable the system can be in doing a 
certain task while maintaining a minimum usage of the underlying resources. 
Interoperability: denotes the degree to which the system or a component of a 
system can operate with other components or systems without presenting a 
serious risk of remodelling or reinventing certain parts of the system.  
Usability: defines how easy to learn and convenient to use should the system 
be to new or seasoned users.  
Accessibility: defines how easy to use the system is to its expected or 
targeted users. 
Reliability: defines how dependable the system is in different functioning 
conditions, e.g. when there is a high data through-put or access demand.  
Maturity: defines how well-developed a system function really is.  
Security: defines the  
Maintainability: determines how easy it is to add or subtract features while the 
system is running. 
Portability: defines the system's ability to be flexibly adapted to other 
environments such as new hardware or operating systems.  
Localization: defines the system's ability to be adapted to different markets 
and user cultures. 
Scalability: defines the system's ability to accommodate increasing numbers 
of users, thus handling workload variations with neglectable setbacks. 
Compliance: defines a system's compatibility and congruence with standards 
and best practices. 
Others: No category applicable. 

Potential 
Source 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Defines the stakeholder involved in or affected by the requirement. The 
suggested stakeholders are as follows: 
None: No stakeholder defined. 
Internal Technical Analyst: A software engineer or developer who takes part 
in the technical development of the system. 
Internal Security Analyst: A software engineer or developer who takes part in 
the technical development of the system that mainly focuses on security. 
End-user: Any user who uses the system.  
System Customer: A person who uses the system from the outside, e.g. a 
permitting applicant.  
Local Authority: The stakeholder who is part of the local permitting authority 
responsible for providing the permits to the applicant.  
Building Permit User: A user who is part of the building authority. 
Software Developer: A stakeholder whose task is the development of 
components.  
Software Penetration Tester: A stakeholder whose task is the security testing 
and safeguarding of components.  

Table 2. Listing of Technical Requirements Elicitation criteria and definitions.  
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TR Eliciation 
Criteria Defintion 

Potential 
Source 
 
 
 
 
 
 

Software Architect: A stakeholder who focuses on the developing the 
architecture of the system. 
Software Compliance Engineer: A stakeholder who focuses on making sure 
that the system complies with regulations and standards, i.e. security 
standards, or legal aspects such as ISO compliance.  
Software Tester: A stakeholder who mainly focuses on testing the system as 
a whole or different components thereof. 
Other: A stakeholder not being specified in the previous list. 

Source 
Specificity 
 
 
 
 

Defines whether the source of a requirement is direct or indirect. 
Direct: The person providing the requirement is a direct Potential Source, i.e. 
an analyst providing a requirement of an analyst. 
Indirect: The person providing the requirement is an indirect Potential Source, 
i.e. an analyst filling a requirement for a software developer because he/she 
knows that it may be relevant. 

Priority  
 
 
 
 
 
 

Defines the priority of the requirements being either high, medium or low.  
High Priority: A requirement that MUST be included and implemented in the 
system either from an overall- or a country-specific perspective.  
Medium Priority: A requirement that SHOULD add extra functionalities to a 
system but shouldn't be treated as important as the latter category. 
Low Priority: A requirement that COULD prove important but should be 
treated with the same level of urgency as the latter two.  

Existence 
 
 

Defines whether the requirement is already existing or novel. 
Existing: fully developed, mature and running. 
Novel: not developed yet, and it needs to be included in the ACCORD solution. 

Requirements 
Specificity 
 
 
 

Distinguishes between overall - and country-specific requirements. 
Overall Requirement: a requirement relevant to all the developments of all the 
countries in the consortium. 
Country-specific Requirement: is a requirement that is specific to one or 
more countries i.e. Certain Privacy Law or Legislation(s).  

Related 
Task(s)  

The respective relevant task as per the proposal is specified in this entry. 
 

Description 
 
 

The description provides the details regarding a certain requirement i.e. for a 
security requirement, the description can be the following: "The system must 
provide secure data links between itself and other systems".  

Rationale 
 
 
 

The reason why a requirement is relevant within the context of the system. For 
the same example, the rationale can be "In order to make sure that the data 
sharing amongst the many stakeholders is secure and the risk is always 
reduced".  

Comments 
and Links 

Comments or references to the documentation, if any.  
 

Responsible 
Partner/ 
Person  
 
 

The name of the Partner (Organization), the name of the person writing the 
requirement and the respective reachable email should be included. In case of 
an indirect source, the same data for both of the person entering the data and 
the person who is in charge respectively are included. 
 

Table 3. Listing of Technical Requirements Elicitation criteria and definitions.  
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TR  0 1 2 3 4 5 6 7 8 9 10 11 12 
1              
2              
3              
4              
5              
6              
7              
8              
9              
10              
11              
12              
13              
14              
15              
16              
17              
18              
19              
20              
21              
22              
23              
24              
25              
26              
27              
28              
29              
30              
31              
32              
33              
34              
35              
36              
37              
38              
39              
40              
41              
42              
43              
44              
45              
46              
47              
48              
49              
50              
51              
52              
53              
54              

Table 7. Technical Requirements to ACCORD Cloud Architecture mapping. 
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TR  0 1 2 3 4 5 6 7 8 9 10 11 12 
55              
56              
57              
58              
59              
60              
61              
62              
63              
64              
65              
66              
67              
68              
69              
70              
71              
72              
73              
74              
75              
76              
77              
78              
79              
80              
81              
82              
83              
84              
85              
86              
87              
88              
89              
90              
91              
92              
93              
94              
95              
96              
97              
98              
99              
100              
101              
102              
103              
104              
105              
106              
107              
108              

Table 8. Technical Requirements to ACCORD Cloud Architecture mapping. 
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further on facilitate solution developments in Tasks 4.3 and 4.4, and the testing, validation 
and quality assurance in Task 4.5 respectively. 
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Figure 2. Methodoloy for developing the ACCORD Cloud Architecture. 
 

3.2.1 ACCORD Semantic Framework  

 

 
Figure 3. ACCORD Semantic Framework 

 

The ACCORD Semantic Framework provides an overview of the main components and data flows 
to be developed and provided in the ACCORD project (see Figure 3). It is the result of the work 
conducted in Task 1.3. The ACCORD Framework provides clear designations of components (e.g. 
building permit authority) and information on the connections between components and 
subcomponents of the system including important API developments. The question of how to build 
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Figure 4, and the responsible partners for each component are listed in Table 14. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 4. ACCORD Cloud Architecture Model. 
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Component Number/Name Responsible Partners 

1 Rule Formalization  FUNITEC 

2 Data Dictionaries  

   2a Data Dictionary Repository BSI 

   2b Data Dictionary Reconciliation Service ONTO 

3 The Rule Repository and Provision ONTO, CU 

4 Information Requirements CU 

5 Cloud-based Building Permit Services CP 

6 Model- and Data Requirement Validation  BSI, FUI, SOL 

7 Process Execution  CP 

8 Data Storage  FUI, ONTO 

9 Orchestrating Microservices  CP 

10 Compliance Checking Microservices   

   (1) Solibri SOL 

   (2) Future Insight Clearly.BIM FUI 

   (3) LCA Finland VTT 

   (4) LCA Germany FhG 

   (5) Eurocode Compliance Checking AE 

   (6) Urban Regulations Checking FUNITEC 

   (7) Land Use Building Compliance Checking FhG 

   (8) Type Approval Building Compliance Checking FhG 

11 Information Services   

   (1) Land Use OpenAPI for Features HAM 

   (2) Urban Data Profile Validation OGC 

   (3) Material Emissions Database VTT 

12 APIs  

    API (1) Definitions API BSI 

    API (2) Building Codes and Rules API CU 

    API (3) Information Services APIs HAM, OGC, FUNITEC, VTT, 
FhG 

    API (4) Data APIs FUI, ONTO 

    API (5) Management APIs CP 

    API (6) Results API CU 

    API (7) Reconciliation API ONTO 

Table 14. ACCORD Cloud Architecture components and responsible partners. 
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3.4 Conclusion 

In this section, the methodological approach for creating the ACCORD Cloud Architecture was 
explained. The methodological steps included gathering the various partners roles in the ACCORD 
Cloud Architecture through a detailed questionnaire, the assignement of partner contributions to 
each component, the thorough definition of each component based on the knowledge at that stage. 
Also, the demo specific contributions were considered and discussed. Finally, the elicited technical 
requirements were again investigated and applied to the ACCORD Cloud Architecture. 
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4 Summary of ACCORD Regulation Digitisation Approach 

4.1 Introduction 

This section will provide a summary of the methodology that has been developed to digitalise 
construction regulations. This methodology is described in more detail in Deliverable D2.2. However, 
as it provides important context to the structure of the cloud architecture, it is recapped here.  

This methodological process captures the entire process starting from the original document i.e., 
PDF, to a machine-readable document (that software can read, parse, and understand the structure 
of) to a fully machine-operable document (that software can use to instigate a set of complex 
processes). 

The remainder of this section will cover each aspect of this methodology and the supporting software 
developments. Section 4.2 will cover the building compliance ontology that provides a formalized 
semantic vocabulary for representing construction regulations. Section 4.3 will cover the overall rule 
formalisation process. Section 4.4 will describe the domain-specific rule language developed to 
formalize the specification of decisions within the wider ACCORD digitisation methodology. Section 
4.5 will then conclude the section and provide links between these components and the ACCORD 
cloud architecture components described in Section 0; especially this will consider the rule 
formalization tool being developed to support and provide an accessible user interface for regulatory 
authors to use to create machine-operable construction regulations for use within the ACCORD 
semantic framework.  

4.2 Building Compliance Ontology 

The Building Compliance Ontology within the ACCORD Framework (Component 1c in Figure 3) 
serves a critical purpose in enabling interoperability and harmonising knowledge from diverse 
sources as well as providing a robust semantic foundation for the representation of digitised building 
regulations within the ACCORD project.  

The ACCORD building compliance ontology (named Architecture, Engineering, Compliance 
Checking and Permitting Ontology (AEC3PO)) acts as the primary interface connecting knowledge-
providing (i) building codes, regulations, and standards, (ii) compliance and permitting processes 
and documentation, and (iii) compliance and permitting actors. AEC3PO aims to model all aspects 
of compliance and permitting on the AEC domain, across different regulatory systems. It is organised 
into modules each of which represents one of the key aspects that the AEC3PO ontology provides 
a semantic representation for. The modules are summarised below, and more detail on the AEC3PO 
ontology can be found in Deliverable D2.2: 
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Figure 5. ACCORD Digitisation Methodology. 

4.4 Domain Specific Rule Language 

This section will summarise the ACCORD domain specific rule language (Component 1d in Figure 
3), elicited in D2.2. The domain specific rule language represents the serialisation of the machine-
operable regulations, including their structure, the logical relationships within the structure and the 
formal expression of any rules within the document.  An example of this serialisation is shown in 
Figure 6. This figure shows a regulation document serialised, using the concepts from the AEC3PO 
ontology using YAML-LD.  

 

 

Figure 6. YAML Expression Example. 
 

In addition to documenting the structure of the regulation document, the domain-specific language 
formalised the specification of rules. Some examples of these rules are shown in Table 15, and their 
serialisation in the domain-specific language is shown in Figure 7. 

  














































































